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1
Introduction
This work item aligns the Diameter based 3GPP offline and online charging applications with the IETF RFC 6733 Diameter Base protocol which obsoleted the IETF RFC 3588.  

This alignment with latest version of the Diameter base protocol is achieved in parallel with other 3GPP Diameter applications, conducted under the "Diameter Base Protocol Specification Update (DBPU)" WID.
2
Description
The 3GPP TS 32.299 (Diameter charging applications) is now referring to the new IETF RFC 6733 for the Diameter Base protocol, including the Accounting functionality as before.
The impacts on TS 32.299 resulting from this new version for the Diameter Base Protocol are:   

-
Explicit reference to 
TS 33.210, which is the common reference for Diameter transport security, to ensure IPsec is kept as mandatory to support (for backward compatibility), in addition to TLS/DTLS mandated by IETF RFC 6733. 
-
The new Command Code Format (CCF) for several commands re-used from Diameter Base protocol.

-
Information related to end-to-end security has been removed from the 3GPP specific AVPs table description since E2E security framework is deprecated by IETF RFC 6733.
The reference to the Diameter Base Protocol is removed from the TS 32.2xx series charging specifications which are protocol independent.
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